Collibra Privacy & Risk for GDPR

Introduce privacy by design and maintain compliance

Over a year has passed since the General Data Protection Regulation (GDPR) went into effect and many organizations are still struggling on how to maintain compliance and effectively use their available data for decision-making. There is an even greater sense of urgency to comply now that we have seen the aggressive fines placed on Google, British Airways, Marriott International and other global brands. Managing international data transfers involves a lot of complexity, making it difficult to demonstrate adherence to numerous regulatory bodies and consumers.

Collibra Privacy & Risk for GDPR provides a data privacy framework designed specifically for GDPR, with pre-configured content like data categories, workflows, reports, dashboards, traceability diagrams and more. We offer a centralized location where you can document, govern and collaborate around privacy policies to ensure they are effectively managed across the enterprise. We also allow organizations to establish a data mapping system to record processing activities and perform data protection impact assessments (DPIA). With Collibra Privacy & Risk for GDPR, you can easily manage maintenance and processes as the regulation and your organization evolves.

Benefits

- **Reduce data exchange risk across borders**
  Track and manage third-party data exchanges to assess risks across jurisdictions. Effectively document exposure to critical systems and mitigate business impact

- **Optimize governance of restricted data**
  Automate mapping of data to data categories ensuring restricted data is effectively categorized and used for ongoing GDPR compliance as the law evolves

- **Operationalize privacy policies**
  Govern privacy policies in a centralized location. Define and document workflows, traceability diagrams and process registers

- **Expedite responses to maintenance issues**
  Manage the privacy lifecycle and quickly address issues with targeted maintenance alerts
Product Highlights

Enable enterprise-wide collaboration
Guide business users with standardized onboarding workflows to collect input on how data is used across team.

Conduct assessments
Utilize best practice assessment templates and create bespoke assessments, such as a data protection impact assessment or a risk identification assessment.

Create a data mapping system
Establish a data inventory that maps how you collect and use data, so you have records for supervisory bodies.

Report on compliance progress
View intuitive dashboards to understand the state of GDPR compliance at a glance. Export intelligence to PDFs to evidence compliance to stakeholders.

Demonstrate privacy by design
Implement automatic workflows, process principles and remediation actions to ensure the ongoing security and protection of personal data.

Deepen visibility into data sharing agreements
Get on top of data sharing agreements and data sales to third parties, including contracts and service level agreements.

If you are interested in learning more, please visit our website and request a demo at collibra.com/request-a-demo.